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Hi! I’m Chrissy Rey with Pongos Learning Lab. In this 
video, we’re going to talk about how to stay safe 
online.
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You can have a lot of fun making content for the 
internet, but we want you to do it safely. One way 
to do that is by keeping your personal information 
private. Personal information includes things like 
your full name, address, phone number, and where 
you go to school. It also includes things like your 
passwords. You also shouldn’t share other people’s 
personal information. 

What are some other examples of personal 
information that you should keep private?
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One way to keep your personal info private is to use 
an alias instead of your full name. An alias is a name 
you can use instead of your real name, like a 
nickname. Think of it as a disguise for your real 
name. Lots of YouTube stars use aliases! For 
example, Dan TDM, Mr Beast, PewDiePie, and 
Preston Playz are all aliases.

What alias would you like to use?
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Once you post something on the internet, it’s pretty 
much there forever, so think before you post. Is it 
mean? Will it embarrass or hurt someone (including 
you)? Does it include your personal information? 
Will your adults be upset if you post it? If the 
answer to any of those questions is “yes,” don’t post 
it.

Also, make sure you ask for permission before you 
post any pictures of videos of yourself online. If you 
do post those, make sure they don’t include 
personal information, like the name of your school 
or your address.

What are some examples of things you shouldn't 
post online?
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You have probably heard the saying, “Stranger 
Danger.” It still holds true on the internet. If a 
stranger emails or messages you, don’t respond, 
even if they say they want to give you something. 
You don’t know who the person on the other end of 
the internet might be, and they could be dangerous.

If a stranger asks you to send them personal 
information, including pictures, or asks to meet you 
in person, let your adults know.

What would you do if a stranger contacted you?
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If you ever see something online that just doesn’t 
look or feel right, let a trusted adult know. Your 
adults want you to be safe. Ask them for help if you 
need it.

Who can you ask for help?
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This presentation was created by Pongos Learning 
Lab. We hope you enjoyed it. For more great stuff 
like this, visit Pongoslearninglab.com or subscribe to 
our channel on YouTube!
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